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5. INFORMED CONSENT  
 

No system-based assessment may be rendered to clients under the age of 14 years without 

parental consent. The onus is on the test administrator to ensure that the requirements of annexure 

12 for parental informed consent are adhered to.         

 

TEST TAKER AUTHENTICITY AND CHEATING 

Test Users 
 
a) Ensure test-takers provide the appropriate level of authentication before testing begins. Test-

takers should be required to provide authentic, government approved picture identification. 

b) For moderate or high stakes testing confirm that procedures are in place to reduce the 

opportunity for cheating. Technological features may be used where appropriate and feasible 

(e.g. Skype, CCTV or similar platforms), a follow-up supervised assessment, or a face-to-face 

feedback session (e.g. for post-sift assessment in job selection situations).  

c) Provide test-takers with a list of expectations and consequences for fraudulent test taking 

practices and require test-takers to sign the agreement form indicating their commitment. 

 

6. COMPUTER-GENERATED REPORTS 
 

a) Computer-generated reports should not be considered a substitute for professional judgment 

and responsibility. Where necessary, modifications must be made to the computer-generated 

text.  

b) Every report on a psychological test, whether computer-generated or not, must be signed by 

a professional who is qualified to report on the test. Signing such a report indicates that the 

person takes professional responsibility for the contents of the report as if he/she had written 

it.  

c) Unmodified and unsigned computer-generated reports should not be disseminated to 

unqualified persons such as test-takers, parents, teachers, line managers, etc.  

 

7. SCORING AND ANALYSING TEST RESULTS  
 

Test Users 
 

a) Review and understand the rules underlying the scoring of the system-based assessment. 

b) Inform test-takers, when appropriate, about how scores are generated. 

c) Know how the statements of the system-based instrument you intend using are derived from 

and be aware of the limitations such methods may have. 

d) Ensure the accuracy of test data that are hand-entered into the computer. 
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a) Provide clear documented evidence of the equivalence between the CBT/Internet test and 

non-computer versions (if the CBT/Internet version is a parallel form). Specifically, to show 

that the two versions: 

i. have comparable reliabilities, 

ii. correlate with each other at the expected level from the reliability estimates, 

iii. correlate comparably with other tests and external criteria, and 

iv. produce comparable means and standard deviations or have been appropriately 

calibrated to render comparable scores. 

b) When designing a CBT/Internet version of a non-computerised test, ensure that: 

i. there is equivalent test-taker control (such as the ability to skip or review items) as on 

the manual version, 

ii. the method of item presentation ensures that the results from the CBT/Internet test 

are equivalent to the manual version, and 

iii. the format for responding is equivalent. 

c) For Internet-based tests, studies of test equivalence and norming should be conducted over 

the Internet with participants completing the test under conditions that represent those that 

the intended target population will experience.  

 
Test Publishers 
 
a) Evaluate the documented evidence of the equivalence of the CBT/Internet test, especially if 

norms from manual versions are to be used by test users to interpret scores on a 

computerised version of the test. 

b) If the developer does not provide evidence of equivalence (e.g. comparable reliabilities, etc.), 

conduct appropriate equivalence studies. 

c) If the developer does not provide evidence relating to the use of the test under conditions that 

represent those that the intended target population will experience, additional studies of test 

equivalence and norming should be conducted.   

d) Verify that the technical features of the CBT/Internet test (e.g. test-taker control and item 

presentation) allow the results from the CBT/Internet test to be equivalent to the manual 

version. 

 
Test Users 
 

a) Confirm that the evidence regarding the equivalence of the CBT/Internet test to the manual 

version is sufficient. 

b) If norms are based on manual versions of the test, confirm that evidence has been obtained 

to show equivalence of test means and SDs across versions and for appropriate 

subpopulations. 
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c) Verify that the technical features of the CBT/Internet test (e.g. test-taker control and item 

presentation) allow the results from the CBT/Internet test to be equivalent to the manual 

version. 

d) Only use the test in those modes of administration for which it has been designed. 

 

14. EQUALITY OF ACCESS FOR ALL GROUPS 
 
Test Users 
 

a) To monitor for possible adverse impact, collect data on the number of individuals accessing 

the system-based test from diverse groups. Such information may include ethnicity, gender, 

age, disability, religion, and sexual orientation.  

b) Where there is evidence of possible inequality of access, offer the use of alternative methods 

of testing. 

c) Where possible, collect data to monitor group differences in test scores. 

d) Consider the appropriateness and feasibility of system-based assessment if testing in remote 

areas where access to computer technology or the Internet is limited. 

e) If testing internationally, use the country-specific adapted versions of the test, if available. 

 

15. SECURITY OF TEST MATERIAL 
 
Test Users 
 
a) Know the features that have been developed to ensure the security of test materials, and 

develop procedures that reduce unauthorised access to such materials. 

b) Respect the sensitive nature of test materials and intellectual property rights of test 

publishers/developers. 

c) Protect test materials from being copied, printed, or otherwise reproduced without the prior 

written permission of the holder of the copyright. 

d) Protect passwords and usernames from becoming known to others who are not authorised 

or qualified to have them. 

e) Inform the service provider/publisher of any breach in security. 

16. TEST TAKER DATA PROTECTION 
 
Test Users 
 
a) Prior to test administration, have knowledge of and inform test-takers of the security 

procedures used to safeguard data transmitted over the Internet. 

b) Confirm with the service provider that they frequently back up data. 




